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Discovering unknown network activity using graphs 
and computer network data

How to use broad and deep computer network data (netflow, web activity, and DNS requests), statistics, 
and graph algorithms to automatically identify and prioritize anomalous network activity.
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